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The use of the Internet in an academic environment to commercially supply and support software products

B.Braude, A.I.Walker

Software Engineering Applications Laboratory, Electrical Engineering, University of the Witwatersrand, Johannesburg, South Africa

Summary: This paper explores the use of the Internet to supply and support software products within a quality management system. The Software Engineering Applications Laboratory (SEAL) at the University of the Witwatersrand is in the process of developing various software products that will be commercially distributed in the near future. The SEAL has chosen to use the Internet to supply and support these products. The system to be developed for this task has been named the Internet System for the Supply and Support of Software (IS⁴). Issues that have influenced the design of the IS⁴ have been the service processes within a quality management system, the control of the supply and licensing of the supplied products and the transaction processing of the on-line sales. The SEAL is committed to developing and supplying software within a quality management system. Consequently an investigation was undertaken into the quality characteristics and requirements based on the ISO 9001 standard for quality assurance and the ISO/IEC JTC1/SC7 software engineering standards. These quality concerns are being incorporated into the SEAL's quality management system and the development process for SEAL products. To control the supply and licensing of the supplied products, various issues such as unlock keys, Internet based registration, controlled access and hardware control have been investigated. The advantages and disadvantages of each have been investigated. To process the on-line transactions the IS⁴ is being developed to be compliant with recently released 'Secure Electronic Transactions' (SET) standard.

Keywords: software quality management, software engineering standards, secure electronic transactions, Internet commerce

1. Introduction

The Software Engineering Applications Laboratory (SEAL) at the University of the Witwatersrand is in the process of developing various software products that will be commercially distributed in the near future. The SEAL has investigated various means for supplying and supporting these products. The SEAL will use the Internet for this task. An Internet based system was selected due to suitability and advantages of using such a system. The system was named Internet System for the Supply and Support of Software, (IS⁴). Issues that have influenced the design of the IS⁴ have been the service processes within a quality management system, the control of the supply and licensing of the supplied products and the transaction processing of the on-line sales.

The SEAL is an organisation committed to Software Quality and is extensively involved in the development and application of software quality standards and procedures. Some of the applications to be supplied by the IS⁴ are used in the application of software quality standards. One of the initial requirements of the IS⁴ was therefore that the system complies with all the relevant software quality standards relating to the supply and support of software. An investigation was undertaken into the quality standards dealing with the supply and support software and their application in the Internet environment.

An issue that is a major concern in the supply of software products is the prevention of unauthorised duplication and use. In the IS⁴ the product is supplied over the Internet and this problem is compounded further. This issue has been investigated in the design of the IS⁴ and a method developed to prevent the unauthorised use of SEAL software products.

In the design of the IS⁴ various methodologies for conducting business on the Internet have been investigated. VISA International and Mastercard International in conjunction with major software vendors have developed a standard for Secure Electronic Transactions (SET). This standard is in the process of being implemented by the concerned parties. The IS⁴ is being developed to be SET compliant.

The results of these investigations have been taken into account in the development of the IS⁴.
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The interface will be accessed using a Web browser on the server.

On accessing the interface the administrator will be presented with a main menu containing links to the various sections. The interface will have the following sections:

a. New Products Section – this will be used to add new products into the system. The administrator will also be able to add ‘User Documentation’ and ‘Cover Information’ as required by ISO 9127 (Refer to section 3.4).

b. New User Section – this will be used by the administrator to add new users to the system. This is required in the case of the user not having web access and manually purchasing a product. This will enable the IS$^4$ to serve as an overall database for recording all users of SEAL products.

c. Register User Section – this will be used to register a non-Internet based customer for a particular product.

d. Approval of Payments Section – in the event of the banking institutions not being able to process the transactions automatically, the administrator will approve transactions in the system after manually processing them.

e. Products Section – used to view and update all the SEAL products in the system and to view transactions for a selected product.

f. User Profiles Section – used to view and update users’ information in the system and to view transactions for a selected user.

g. Transactions Section – used to view all the transactions in the system per time period

3. Software quality issues and their impact on the planned system

The SEAL is committed to supplying and supporting software within a quality management system. The SEAL is an ISO 9001 rated organisation and is involved in extensive research in the field of Software Quality. A number of products to be supplied via the IS$^4$ are related to Software Quality Standards and the application thereof. A number of SEAL customers will therefore also come from a Software Quality environment. It is imperative that the software supplied and supported by the SEAL, be done so in a quality controlled manner and compliant with all the relevant quality standards.

An investigation has been undertaken into the relevant quality standards and into how the requirements of the standards can be addressed in an Internet based supply and support system. The ISO 9000 related series and the ISO/IEC JTC1 SC7 software engineering standards have been investigated.

The investigation examines issues that impacted on, or are part of the supply and support of the software product. The investigation assumes that the organisation developing and supplying the software is already compliant with the standards in the physical environment. The investigation only explores the application of the standards to the supply and support of software using the Internet.

The discussion of each of the standards and the discussion of the applicability of each clause to the IS$^4$ is beyond the scope of this paper. The requirements derived from the investigation into each of the standards are however listed below.


a. The products supplied by the IS$^4$ are to be treated as ‘shrink wrapped’ products. A contract will be developed and will be a non-negotiable contract that is developed by the supplier. Any contract negotiation will have to be conducted outside the scope of the IS$^4$.

b. All documentation supplied via the IS$^4$ must be handled in the same manner as all other organisational documentation, that is in compliance with ISO 9001

c. All product identification and traceability used on the organisational level must be reflected in all products and artefacts supplied via the IS$^4$

d. ISO 9000-3 states that “to protect the integrity of the product and provide a basis for the control of change, it is essential that software items be held in an environment which:

i. Protects them from unauthorised change or corruption

ii. Permits the controlled retrieval of a copy of the controlled master” [1].

e. Precautions must be taken due to the material on which the software is stored, deteriorating. The storage area will be the server on which
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<table>
<thead>
<tr>
<th>the product is stored. ISO 9001 and ISO 9000-3 further state that access control must be instituted.</th>
</tr>
</thead>
<tbody>
<tr>
<td>f. Issues that are applicable to replication in the supply of software via the Internet are:</td>
</tr>
<tr>
<td>i. The master and other copies must be identified.</td>
</tr>
<tr>
<td>ii. Disaster recovery plans must be developed.</td>
</tr>
<tr>
<td>iii. The period of obligation of the supplier to supply copies of the respective products must be determined.</td>
</tr>
<tr>
<td>iv. Virus checking must be carried out.</td>
</tr>
<tr>
<td>v. The required documentation to be supplied must be stipulated.</td>
</tr>
<tr>
<td>vi. Copyright concerns must be addressed and agreed to (in the contract).</td>
</tr>
<tr>
<td>vii. The environment must be controlled to ensure repeatability of replication.</td>
</tr>
<tr>
<td>g. Only released products must be made available through the IS^4.</td>
</tr>
<tr>
<td>h. The control of non-conforming product requirements must be followed on the project and organisational levels to ensure that no products are unintentionally released to the IS^4.</td>
</tr>
<tr>
<td>i. Installation of the purchased product falls beyond the scope of the IS^4 and if installation is to be carried out by the supplier, it is to be handled outside the scope of the IS^4. This must be specified in the contract.</td>
</tr>
<tr>
<td>j. Procedures must be developed within the IS^4 to receive and handle (pass on to the relevant party) customer complaints.</td>
</tr>
<tr>
<td>3.2 ISO/IEC 12207 – Software lifecycle processes</td>
</tr>
<tr>
<td>a. The contract is to &quot;address proprietary, usage, ownership, warrantee and licensing rights associated with the reusable off the shelf products&quot; [2].</td>
</tr>
<tr>
<td>b. The delivery and support of the product by the supplier must be specified in the contract and carried out as specified.</td>
</tr>
<tr>
<td>c. It must be specified in the contract that the supplier cannot install the product, assist the acquirer with set-up activities or support of any parallel running activities when the installed software product is replacing an existing system.</td>
</tr>
<tr>
<td>d. The resources and information necessary to install the software product must be determined by the supplier and be made available to the acquirer.</td>
</tr>
<tr>
<td>e. It must be specified in the contract that the developer cannot support the acquirer’s acceptance review and testing of the software product.</td>
</tr>
<tr>
<td>f. The initial and continuing training and support to be provided to the acquirer must be specified in the contract.</td>
</tr>
<tr>
<td>g. The IS^4 must provide a means for the users of purchased products to report problems and request modifications. Once the report is received, the maintainer is to record and track the problem.</td>
</tr>
<tr>
<td>h. The IS^4 must facilitate the communication of change requests between the developer/modifier and the user (acquirer).</td>
</tr>
<tr>
<td>i. The IS^4 must provide for a means to provide feedback to the users.</td>
</tr>
<tr>
<td>j. The IS^4 must provide a mechanism to communicate with the users and provide them with migration information. When the scheduled migration arrives, notification must be given to all concerned. A post-operation review must be performed.</td>
</tr>
<tr>
<td>k. The IS^4 must provide a mechanism to communicate with the users and provide them with retirement information. When the scheduled retirement arrives, notification must be sent to all concerned.</td>
</tr>
<tr>
<td>l. It must be specified in the contract what records of quality assurance activities and tasks shall be made available to the acquirer. The applicable records must be made available via the IS^4.</td>
</tr>
<tr>
<td>3.3 ISO/IEC 9126 – Software product evaluation – Quality characteristics and guidelines for their use</td>
</tr>
</tbody>
</table>

The standard discusses Quality Characteristics that relate to software products. The standard does not discuss the supply and support of software in particular but discusses generic quality characteristics as they apply to all software products.

These characteristics have been investigated and applied to the IS^4 as a software product itself.
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3.4 ISO/IEC 9127 - User documentation and cover information for consumer software packages

The software supplied and supported using the IS* is a typical consumer software package except that the traditional physical packaging is not present. Due to the user still obtaining the product as a 'ready-made package' the same information requirements apply.

The standard described two types of documentation:

a. User documentation - "This documentation provides users with all the information they need to install and run the software" [4]. In the traditional sense this documentation is included within the software packaging and therefore the user only has access to this information after purchasing the product. Similarly in the IS*, this documentation need only be provided to the user after the product has been purchased.

b. Cover information - "Its purpose is to enable prospective purchasers to decide on the applicability of the software to their requirements" [4]. This information is traditionally provided on the external product packaging. In the IS*, this information should be available to prospective purchasers prior to purchasing the product.

The standard categorises the information into three categories, namely Essential, Conditional and Optional. The same three categories will apply to the information when supplied by the IS*.

Due to the standard being directly applicable to the IS*, the details of the standard have not been repeated herein. The standard applies as is to the IS*. Refer to Appendix A for the standard.

3.5 ISO/IEC TR 9294 - Guidelines for the management of software documentation

The management of documentation for the IS* and the products supplied using the IS* will be handled on the organisational and project levels.

All the guidelines that are applied to documentation on the organisational and project levels must however be reflected in the documentation supplied by and developed for the IS*.

Documentation developed by the IS* processes may also comply with the guidelines. Ensuring the documentation complies with the organisational and project standards can ensure this compliance.

3.6 ISO/IEC 15504 - Software process assessment

The ISO/IEC 15504 standard is used to assess processes and determine their respective levels of capability. The processes as detailed in the standard have been rated with the required level of capability for the relevant processes that the IS* is to perform. In applying the standard, the processes have been assessed not for the processes of developing the IS* system but for the processes that the IS* will perform when fully functional and complete. The standard has been used to assess the processes that the system will perform but has not described any new processes that need to be incorporated into the system.

4. Internet management of the software supply and licensing

In the supply of tangible products, whether from a tangible or virtual store, unauthorised replication and use is not a concern for suppliers due to the difficulty and cost of replicating the product.

With digital products however, replication is simple and cheap and therefore measures have to be implemented in order to prevent the unauthorised replication and use of the product. In the supply of digital products on physical media (disks and CDs) unauthorised use is controlled to an extent through the localised dispersion of the physical media containing the data. To replicate a CD, one has to have access to another CD containing the data.

In the supply of data over the Internet, the problem becomes a far more serious one. Access to the data is world-wide and methods of obtaining data off the Internet are common (FTP). In order to combat this unauthorised use of data (products), control can be exercised on two levels. Firstly the access to the location to download the data can be restricted and secondly use of the product once obtained can be restricted.

4.1 Access control

Access to download a product can be controlled by:

a. Password protecting the pages used to download the product. Either a unique password for each customer will provide access to the pages or a generic password can be used.

b. Hiding the location (URL) of the Web pages used to download the product and providing the address to customers after the purchase of the product.
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The problem with the above methods is that the information necessary to download the product (password or URL) can be passed on to unauthorised people or even be posted on the Internet. Between the options above, the unique password for each customer would be the most preferably as dissemination of access information to unauthorised parties could then be traced to a particular customer.

4.2 Use control

The use of digital products can be controlled through requiring the user to 'unlock' the product before being able to use it. Prior to unlocking the product, use can be fully restricted or limited use can be granted.

The following different types of unlock systems can be used:

a. The product can require the user to input some type of password.

b. The product can require a type of hardware key to be attached to the computer in order to unlock the product.

c. Internet based unlocking

4.2.1 Password key

Password keys can be implemented in a number of ways. Firstly the product can be totally locked prior to insertion of the password key. In this case the product can either require the user to input the key during installation of the product or each time the product is used. The more common method is during installation as this is a once off procedure and thereafter the product can be used normally. The product can only be installed by running the installation procedure and therefore if anyone obtained a copy of the program they would have to run the installation and input the unlock key.

In the situation where limited access to the product is granted prior to insertion of the key, the product is installed and run. Only limited access to product functionality is provided. Once the user obtains the key (after purchase) the key is input into the running application and access to all the functionality is provided. This is a once off procedure and the product is thereafter fully functional every time it is used. If however the product is installed again the unlock key has to be reinserted.

The actual key can be implemented in a number of ways.

a. A single key for use by all users. This implementation is the most simplistic. The main drawback of this implementation is that the key can be distributed illegally on a wide scale without any traceability.

b. A specific key per user per product. This is described in detail in section 4.3.

4.2.2 Hardware key

Hardware keys, commonly known as dongles, are devices that attach to the PC or network on which the software runs. When the product is run, it checks for a specific key and will only run if the key is present. The keys normally attach to the parallel port of the PC. Software protected with hardware keys is practically totally secure.

The disadvantage of a hardware key in the Internet environment is that the hardware key becomes a physical product that has to be delivered and defeats the advantages of digitally supplying the product over the Internet (Refer to section 2.2 above). The use of hardware keys has therefore not be investigated any further in the supply and support of software over the Internet.

Hardware keys may however become a viable option in the future. With the emerging use of smartcards for commerce, the Internet purchasing system may eventually incorporate the use of smartcard readers on PCs for Internet payments instead of users paying with a software based digital wallet. The smartcard could then be used as the hardware key. During purchase the supplier can read the user's smartcard information. This information can then be incorporated into the protection system on the supplied product. After purchase the smartcard would then be used to unlock the product for use. This would alleviate the supplier having to supply a unique hardware key to each customer.

4.2.3 Internet based unlocking

A system can be implemented where the purchased product is automatically unlocked over the Internet. The system would work as follows:

a. The customer would download the product

b. The customer would purchase the product online.

c. The customer would run the product installation. During installation the product would prompt the user for his IS's username and password. Using this information the product would connect to the server and the server would unlock the product by passing it some encryption string.
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If the system allows each customer purchase to only unlock the product once, it makes the system secure to unauthorised use of the products. This cannot however be used because the customer cannot then reinstall the product in the event of a hardware upgrade, computer failure etc.

Another disadvantage of this system is that the product has to be installed on a machine connected to the Internet. The other methodologies discussed herein allow the product to be downloaded and purchased on an Internet connected machine and then installed on an isolated machine.

This methodology can be carried out with installation on a non-Internet-connected machine as follows, however the disadvantage of a once only installation still holds:

a. The customer downloads the product
b. The customer purchases the product on-line
c. The customer runs the installation program. During installation the program generates a random number.
d. The customer then manually inputs this number into the Internet based purchasing system using his username and password.
e. The Internet system encrypts the number and presents it to the customer. The customer then inputs the encryption number into the application.
f. The application then decrypts the number and if it matches the original random number then unlocks the application.
g. The Internet system will be set to only encrypt one number per customer per purchase.

This method still has the disadvantage of allowing a once only unlocking.

If the server allows for the product to be unlocked multiple times in this manner, the system reduces the methodology of 4.2.1b above.

4.3 Method to be used by the IS

The SEAL uses a control system where it allows the user to download the product and use it with limited features for a limited period. After evaluation the user can decide to purchase the product.

On the IS the user will select the product and purchases it. After the purchase has been processed, the user will be given a product number for that product (a sequential number for each copy of the product purchased) and an unlock key. This key is based on the following being passed through a one way hash function:

a. The registered username which has been input by the customer during registration on the IS
b. The product identification, which is a unique code specific to each product name. This number is hard coded into the application.
c. The product version which is hard coded into the application.
d. The product number as given to the customer. The product number is necessary should a specific user want to purchase multiple copies of the product (a large company).

With this information in hand the user will then open the registration window in the already installed product and input the username, product number and key. The product contains the same hash function and will therefore generate the key. If the generated key matches the input key, the product will open up with full functionality.

Due to the customer requiring access to the product in order to evaluate it prior to the purchase, access control as described in section 4.1 cannot be used.

The only way to bypass this system is for a user of a particular product to pass on his username, product number and key to an unauthorised user for use on the same product. Authorised users will hesitate to do this, especially publicly, as the information is traceable back to the offending customer. This then reduces the control problem back to a localised dispersion problem as has been described regarding the distribution of digital products on physical media.

Once off installations, and Internet based unlocking have not been used due to the disadvantages discussed in section 4.2.3 above.

5. Secure electronic transactions

5.1 Standard transaction process

After a shopper browses an Internet store and selects the products for purchasing, the following is the process for completing the transaction:

a. The customer’s order and payment details are sent to the merchant.
b. An Internet based receipt is then issued to the customer.
c. On receipt of the order and the payment details the merchant passes the payment details to the bank.
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d. If available (as is the case with SET) approval is then obtained from the bank.

e. The merchant then supplies the goods to the customer (ships or makes available via the Internet) and charges the customer for the goods.

5.2 Overview of the SET standard

“Visa and MasterCard have jointly developed the Secure Electronic Transaction (SET) protocol as a method to secure payment card transactions over open networks. SET is being published as an open specification for the industry. This specification is available to be applied to any payment service and may be used by software vendors to develop applications.

Advice and assistance in the development of this specification have been provided by GTE, IBM, Microsoft, Netscape, RSA, SAIC, Terisa, and VeriSign” [3].

The SET standard is specified in three books namely a Business Description, Programmer’s guide and Formal Protocol Definition. This discussion only investigates the SET standard on the business level.

Through using well defined procedures, SET uses cryptography to:

• provide confidentiality of information,
• ensure payment integrity, and
• authenticate both merchants and cardholders.

The following implementations or cryptography are used in order to achieve the requirements above:

a. Symmetric key encryption
b. Public key encryption
c. Digital signatures using public keys and message digests
d. Digital Certificates

A detailed description of the use and interactions of the above mentioned cryptographic implementations is beyond the scope of this paper. Refer to reference 1 for more details.

5.3 Advantages of SET to merchants and customers

Currently prior to the availability of SET, there are other methods for carrying out Internet based transactions. These methods are relatively secure but have some disadvantages when compared to SET. Even though the non-SET systems have disadvantages as tabled below, the level of credit card fraud on these systems is far lower than the fraud level in the physical world.

<table>
<thead>
<tr>
<th>Table 2 SET considerations</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
</tr>
<tr>
<td>Encryption</td>
</tr>
<tr>
<td>between customer</td>
</tr>
<tr>
<td>and merchant</td>
</tr>
<tr>
<td>Access to payment</td>
</tr>
<tr>
<td>information (credit</td>
</tr>
<tr>
<td>card details)</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>Integrity of data</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>Customer Identity</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>Merchant identity</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>System Interoperability</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
</tbody>
</table>

5.4 Implementation of a SET compliant system

The following three software components make up a SET system:

a. SET compliant consumer wallets
b. SET merchant software
c. A SET payment gateway connected up to the banks’ credit card systems.

Currently SET software developers are developing the above three software components. Using standard protocols and message formats the three components interact with each other as defined by the SET standard.

The SET payment gateway is set up by or on behalf of a banking institution that signs up credit card merchants. This gateway communicates with the SET merchant software to receive authorisation requests and thereafter for the merchant to capture
The use of the Internet in an academic environment to commercially supply and support software products

payments

The SET merchant software is used firstly to accept customers' purchase requests and reply to the customer's purchase requests. Thereafter it is used to communicate with the payment gateway as described above. The SET merchant software does not contain the software for the store itself. The merchant must set up the store and thereafter the merchant connects the SET merchant software to the on-line store.

The SET consumer wallet is used to submit SET compliant purchase requests to the merchant. SET consumer wallets will be available freely off the Internet or at a minimal charge (depending on the brand.)

Currently the software components have been developed to be SET version 1 compliant. Due to the formal description of protocols and messaging, all three SET components from any software vendor should interoperate with any of the components from any other SET compliant software vendor.

Prior to conducting any SET transactions using the software components described, the merchant and the consumer have to register and obtain digital certificates. The merchant must register with an Acquiring Bank and the consumer must have a credit card issued by its Issuing Bank. Certificates are then issued by Certificate Authorities (CA). The CAs can be the Acquiring and Issuing banks respectively or third parties acting on behalf of these financial institutions. These certificates contain merchant and user details respectively in order for all parties to be identifiable during transactions.

"A certificate is only issued to the cardholder when the cardholder's issuing financial institution approves it. This certificate is transmitted to merchants with purchase requests and encrypted payment instructions. Upon receipt of the cardholder's certificate, a merchant can be assured, at a minimum, that the account number has been validated by the card-issuing financial institution or its agent" [3].

Likewise a certificate is only issued to a merchant with the approval of the merchant's acquiring bank. "These certificates are approved by the acquiring financial institution and provide assurance that the merchant holds a valid agreement with an Acquirer" [3].

The consumer's SET wallet and the merchant's SET software contain functionality to obtain the required digital certificates from the respective CAs.

Once the software and certificates are in place, the merchant can begin with SET compliant transactions.

SET implementations are currently in pilot testing stages with a few banks setting up bank gateways for use with a few merchants and limited customers. After this pilot test phase, more merchants and consumers will be brought into the testing until the gateway is opened up for use by any merchants (subject to standard banking requirements) and all customers. This is planned to take place towards the end of 1997 or early in 1998.

6. Project progress todate

The investigations into the various aspects as discussed in this paper have been carried out. Based on the findings and conclusions of these investigations a Product Functional Specification has been drawn up, as has briefly been discussed in section 2.3. Thereafter the Product Functional Specification has been refined into a High Level Design. Many of the aspects from the investigation into the quality standards have been incorporated into the High Level Design. Based on the High Level Design prototype development of the IS has begun.

The investigation into the quality standards has resulted in requirements being imposed on the SEAL and the development teams responsible for respective products that are to be supplied and supported via the IS. Reference documentation has been developed for future use by the SEAL and development teams when developing products for the IS. This reference documentation has also detailed the encryption system that the supplied products are to use to prevent their unauthorised use.

Discussions have been held between the SEAL, banks and Internet software developers over the implementation of SET in the IS. This has not yet been carried out due to the unavailability of SET for the next few months, as discussed above. However at the earliest availability, the SEAL will be in a position to achieve SET compliance in the IS.

7. Discussion

As has been discussed, the use of the Internet to supply and support software products presents numerous advantages and opportunities to software developers and suppliers. This facility has only recently become a viable option due to the recent
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rapid growth in the use of the Internet.

The system as discussed herein meets the initial requirements of the Software Engineering Applications Laboratory in requiring low maintenance and support with minimal human intervention. With the use of SET, the payment mechanism has been totally automated.

The investigation into the Quality aspects of supplying and supporting software products using the Internet has been carried out and the requirements have been incorporated into the IS and the SEAL's development and administrative procedures. The major issues in the supply and support of software that have been influenced by the investigation have been:

a. The information and documentation that needs to be supplied.

b. The contract information that needs to be agreed to by the customer.

c. The feedback mechanism and communication with the customers.

d. The management and security of the system's server.

Various ways of minimising the unauthorised replication and use of the software products have been investigated and a system has been developed for use by the IS. This methodology and system is to be built into the software products that are being developed by the SEAL.

The IS is being developed to be SET compliant. SET will provide major security advantages to the SEAL and the SET standard will be the basis on which Internet commerce will develop into a publicly accepted means of conducting business.

Internet commerce is a very immature field which will continue to grow driven by consumer needs for convenient and secure shopping, merchant needs to securely conduct business in the global market place and banks needs to provide an effective service to meet consumers' and merchants' needs.

Smartcards will further affect Internet Commerce and can further be applied to controlling the use of digital products. Digital wallets will most probably be incorporated into smartcards allowing consumers to conduct secure Internet commerce from locations other than their private computers. Eventually smartcards will be as common as the credit card is today (probably replacing the credit card) and with the customer's digital identification built into the card, smartcards can serve as a means of user verification in preventing the unauthorised use of digital products in the digital market place.
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