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Foreword

This book contains a collection of papers presented at a Research and Development conference of the South African Institute of Computer Scientists and Information Technologists (SAICSIT). The conference was held on 13 & 14 November 1997 at the Riverside Sun, Vanderbijlpark. Most of the organization for the conference was done by the Department of Computer Science and Information Technology of the Vaal Triangle Campus, Potchefstroom University for Christian Higher Education.

The programming committee accepted a wide selection of papers for the conference. The papers range from detailed technical research work to reports of work in progress. The papers originate mainly from Academia, but also describe work done in and for Industry. It is hoped that the papers give a true reflection of the current research scene in Computer Science and Information Technology in South Africa. Since one of the aims of the conference is Research development, the papers were not subjected to a refereeing process.

A number of people spent numerous hours helping with the organization of this conference. In this regard, we wish to thank the members of the Organizing committee, and the Programming committee who had very little time to screen the abstracts and compile the program. A special thanks goes to the secretary of the department, Mrs Helei Jooste, whose very able work was interrupted by the birth of her first child.
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Access control needs in an electronic workflow environment
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Abstract

This paper defines an electronic workflow environment as being conducive to the performance of business processes according to certain policies and practices in an electronic fashion. The workflow procedure will be facilitated by the flow of information (frequently contained in non-structured or semi-structured documents) on different routes between business roles according to certain rules.

It is important that a business should be able to trust the information which is distributed through and generated in the workflow mechanism. Information security therefore is an extremely important aspect in the electronic workflow environment. The protection of the integrity of the information can be considered one of the principle building blocks in securing the environment. It is furthermore important to be able to prove that the information is authentic. The controls exercised by the electronic workflow environment should be able to keep information from being disclosed to unauthorized parties. Access control is, therefore, an important aspect, however the success of all access control mechanisms is reliant on the availability of authenticated identities.

This paper evaluates the access control needs of the electronic workflow environment by studying the burdens that each of the components of the workflow environment places on the access control mechanism. The needs are illustrated by referring to electronic documents as one of the principle communication mechanisms in the workflow environment. Subsequently a checklist for the access control needs of the electronic workflow environment is presented.

The paper then presents certain access control mechanisms and techniques that are frequently used. These are evaluated for use in an electronic workflow environment in terms of the presented checklist.

This paper provides proof that conventional access control mechanisms and their related management techniques are insufficient for the much more dynamic electronic workflow environment.
1. INTRODUCTION

Several newer technologies are strongly reliant on modern telecommunication facilities. Strauss (1993) claims: "LAN boom paves the way for client/server". Multimedia technologies requires large bandwidth and sophisticated compression techniques. The increasing use of the internet in business requires network connectivity and large bandwidth.

Symonds (1994) points out that the use of these different technologies provides the "glue" to bind the organization into a fully functional unit. If used properly then these technologies can effectively support the organizations in its business venture – the organization can become more responsive to customer needs, communication (both internally and externally) can be enhanced and overall productivity can be increased.

Very few (if any) objectives that a company wants to meet will only involve an individual. Usually the collective efforts of several employees or groups of employees will be needed. Certain people must therefore do specific parts of the work. Some parts of the work can only be done when another part or other parts have been completed. From this description it is clear that work "flows" in an organization between different people or groups of people – from there the term workflow. Section 2 will define the workflow environment more rigorously.

2. DEFINING THE WORKFLOW ENVIRONMENT

Workflow software provides the environment to design, manage, execute and monitor business processes (Abbot and Surin, 1994). It is important to realize that this stretches further than automation. Although automation does potentially form a small part in the bigger workflow paradigm it should be noted that the real advantages in workflow reside in the facilitation of "flow" in the process. The focus is on the ability to manage processes using information, rather than automation through information technology (Abbot and Surin, 1994).

A workflow environment can therefore be defined by looking at the components present in such an environment:

**Business Processes** are initiated to achieve a specific goal. The goal can be seen as the "what" of the process (Abbot and Surin, 1994).

In order to achieve the goal a **procedure** can be followed. This represents the "how" of the process (Abbot and Surin, 1994).
These procedures are handled according to different policies, however occasionally they may be replaced by certain practices (Marchak, 1994).

Employees performing different business roles perform the different units of work. Different rules will be used to route the work on different routes in the organization (Marchak, 1994).

3. INFORMATION SECURITY NEEDS

Information security deals with different aspects. From a security perspective it is important to ensure that the information is sound (integrity) and that it is authentic. It is furthermore necessary to be able to proof that an identity is who it claims to be (authentication). Furthermore access to information needs to be controlled (authorization).

Although this paper will only address the authorization (access control) aspect of security it is important to note that access control mechanisms cannot be successful unless a proper authentication mechanism exists.

The next paragraph will specifically investigate the access control mechanisms for the workflow environment.

4. ACCESS CONTROL FOR THE WORKFLOW ENVIRONMENT

Under certain circumstances a "need-to-know" policy must be followed. This necessitates the inclusion of the business processes in the access control mechanism. Essentially people will only have access to certain information if they need it to complete a specific task (Holbein, Teufel, Morger & Bauknecht, 1997).

Access control mechanisms should also allow for the dynamic changing environment. People may frequently join or leave workgroups. This would require continuous management of the access control mechanisms (Ellis and Wainer, 1994).

Routes may include "non-electronic" routes, as well as routes that are defined outside the workflow environment. Abbott and Sarin (1994) points out that this will be the case until workflow systems become truly ubiquitous.

Certain types of rules have an obvious access control aspect. Using temporary staff or contractors for certain jobs need special consideration in the workflow process.

Business practices can "bypass" certain authority under certain conditions. It is important to control this through the security mechanisms as to prevent unnecessary bypassing of security mechanisms.
Although these needs represent an extremely limited subset of the security needs of the workflow environment it can already be seen that the workflow environments requires dynamically changing access control mechanisms. The next section evaluates currently used access control mechanisms.

5. CURRENT ACCESS CONTROL MECHANISMS

This section evaluates three access control techniques and points towards their strengths and weaknesses with respect to the workflow environment.

*Access control matrixes* specify the type of access by a subject to an object. It could therefore specify that user A has read access to object X (Shen & Dewan, 1992).

This basic matrix model can be extended to include other operations, e.g. allow statistical operations, but not individual read access (Frank, 1988). Since the matrix are evaluated every time the subject attempts to access an object the matrix can be enhanced to contain other kinds of information, e.g. the time of day which the access is valid (Frank, 1988). The same concept can be used to include information about during which business processes which kind of access is allowed. Doing it this way would, however, significantly increase the management overhead. If a new employee joins, for example, he needs to be registered for all possible business processes that he may partake in.

*Role based access control mechanisms* essentially work the same, except that access is not specified per subject, but per subject role. For example all engineers will have certain rights. To maintain such profiles per business process, however still represent a major management effort (Pottas, 1993).

*Access control lists* (ACLs) can be associated with subjects and/or objects. An ACL associated with a subject contains information regarding the objects that the subject may access, whereas an ACL associated with objects contains information regarding the subjects that may access that object. In both cases it will also contain information on the type of access allowed. Kaufman, Perlman and Speciner (1995) points out that it can be a very cumbersome exercise to maintain these access control list. Zykowski (1996) points out that the ACLs can be changed programmatically according to certain business rules to allow for it to adapt itself according to the business processes. This makes the access control mechanisms slightly more dynamic, but it cannot be implemented on a generic basis as those security features are not implemented as a security service, but as part of the application. It would therefore require special application programming.
The security mechanisms discussed could therefore be "forced" on the workflow environment, but could potentially incur a management burden that far outweighs the possible advantages.

6. CONCLUSION

Currently popular mechanisms have a problem in so far as dynamism and therefore management techniques are concerned. If current access control mechanisms are adapted to be used in the workflow environment the management burden increases to an unacceptable level. A need to develop access control mechanisms specifically suited for the electronic workflow environment therefore exists.
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